PERSONAL DATA PROCESSING INFORMATION

The following information is given in order to protect natural persons during the processing of their Personal Data and ensure the free movement of such data. It is understood that the above processing shall be based on the principles of lawfulness, fairness and transparency pursuant to EU Regulation 2016/679 (GDPR) and any further applicable legislation, and shall apply to Personal Data that are or will be in the possession of, and processed by the INTERNATIONAL FEDERATION OF SPORT CLIMBING.

1. The Controller.

The Controller of Personal Data for the purposes hereof is the INTERNATIONAL FEDERATION OF SPORT CLIMBING with registered office in Bern (3001 - Switzerland), Effingerstrasse 1, and place of business in Turin (10121 – Italy), Corso Vinzaglio 12, tel. no. +39 0113853995, fax no. +39 0114121773, email administration@ifsc-climbing.org, Registration Number CHE-192-921.730.

2. Purposes of Personal Data processing

The Personal Data provided shall be processed by the Controller for the following purposes:

A) To complete a licensing procedure, which will result in the issue of an IFSC licence and in the subsequent enrolment in individual competitions, and to fulfil any complementary obligations arising from such licensing procedure.

B) To manage competitions, to assess compliance with the applicable regulations, and to give notice of any competitions, results, ranking lists, disciplinary measures and, in any case, anything related to the IFSC institutional activities.

The Controller can use and publish identification data (e.g. name, surname, date of birth, picture), results and ranking of the Data Subjects also for historical and statistical purposes.

C) To manage procedures for the assessment of compliance with antidoping rules, and to take the necessary steps (including disciplinary measures) in the event of any violations.

D) To acquire audiovisual materials (i.e. audio or video recordings or pictures) of the Data Subjects during events and petitions and publish them; to publish, on any medium (including the IFSC website), any pictures made available during the licensing procedure, as well as the Data Subjects’ identification data, and any disciplinary or antidoping measures, or decisions with regard to appeals brought against a disciplinary or antidoping measure.

E) To defend itself in court, if necessary.

3. Legal basis for processing

The legal basis for processing in the cases of items 2.A) and 2.B) above is when it is needed for the performance of a contract to which the Data Subject is party or in order to take steps at the request of the Data Subject prior to entering into a contract (point (b) of art. 6(1), GDPR); or for legitimate interests pursued by the Controller or by a third party (point (f) of art. 6(1), GDPR).

The legal basis for processing in the case of item 2.C) above is when processing is needed for the performance of a task carried out in public interest (point (e) of art. 6(1), GDPR).

The legal basis for processing in the case of item 2.D) above is consent (point (a) of art. 6(1), GDPR).

The legal basis for processing in the case of item 2.E) above is when processing is needed for legitimate interests pursued by the Controller (point (f) of art. 6(1), GDPR).

4. Categories of Recipients to which or whom Personal Data have been or will be disclosed

The categories of Recipients to which or whom Personal Data have been or will be disclosed are as follows:

persons or entities whose service is needed in relation to, or as a result of the performance of a Contract (including, e.g., the financial management of payments by banks or other institutions);

authorised persons and on instructions from the Controller, who are bound by a specific confidentiality obligation by contract or law (e.g. the Controller’s staff);

the Processors appointed pursuant to art. 28, GDPR;
the Controller may also be under the obligation to disclose or transmit data to Public Authorities, including Judicial Authorities.

5. Transfer of data to Third Countries or international organisations

The Controller shall have the right to disclose or transfer the Personal Data of a Data Subject to Third Countries (outside the EU) or international organisations (outside the EU) to which disclosure is necessary for the performance of a contract between the Data Subject and the Controller or the implementation of pre-contractual measures taken at the Data Subject’s request, pursuant to point (b) of art. 49(1), GDPR.

6. Duration of the Processing

The Controller shall process the Personal Data of the Data Subjects for the time required to achieve its purposes, including those provided for by the law (e.g., without limitation, tax purposes) or to execute an order by an authority or, where necessary, to defend legal claims in court.

7. Nature of Data provision and consequences arising out of any refusal

The provision of any Data requested from a Data Subject is required; as a result, any failure to provide such data by the Data Subject will prevent the granting of a licence, or the performance of any activities related to, or arising from such granting.

8. Rights of the Data Subjects

The EU Regulation grants Data Subjects the following rights with regard to the processing of their Personal Data:

right of access to the processed data, and right to obtain a copy thereof (art. 15, GDPR);

right to rectification of inaccurate Personal Data without undue delay, and right to have incomplete Personal Data completed (art. 16, GDPR);

right to erasure of Personal Data without undue delay – known as ‘right to be forgotten’ – for any of the grounds stated in points (a) to (f) of art. 17, GDPR;

right to restriction of processing in any of the circumstances stated in points (a) to (d) of art. 18, GDPR;

right to data portability (art. 20, GDPR);

right to object (art. 21, GDPR), on grounds related to their particular situation, to processing of Personal Data concerning them pursuant to points (e) or (f) of art. 6(1), GDPR, including profiling.

9. Withdrawal of consent

Data Subjects shall have the right to withdraw their previously given consent at any time, although such withdrawal shall not affect the lawfulness of processing based on consent before such withdrawal.

Please note that failure to give consent to processing, where required, could prevent the management of any activities related to licensing and, consequently, prevent the granting of a licence or cause its revocation.

10. Right to lodge a complaint with a Supervisory Authority

Data Subjects who believe that processing of Personal Data concerning them infringes EU Regulation 2016/679 shall have the right to lodge a complaint with a Supervisory Authority – in the Member State of their habitual residence, place of work or place of the alleged infringement – pursuant to the provisions of art. 77 of the same Regulation.

Therefore,

By clicking “I hereby confirm to have read, understood and agreed to the Personal Data Processing Information” on the IFSC Result System, you are undersigning this document and giving your consent with regard to the purpose of processing under point 2 D) above.